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Introduction
    Beginning from the Conclusion of the Parliament of Montenegro (Official Gazette of Montenegro 28/11), the Agency for Personal Data Protection of Montenegro, pursuant to Article 62, paragraph 2 of the Personal Data Protection Law (Official Gazette of Montenegro 70/09), hereby submits the Interim Report with an overview of implemented activities on the implementation of the Law and improving the state in the field of personal data protection for the period from 1 January until 1 July 2011.
       Interim Report of the Agency contains comments with activities implemented and measures undertaken for all of the individual items of the Conclusion. The Report contains the following: Work Plan, statistical data regarding the number of opinions, recommendations, approvals, requests for the protection of rights, supervisions and follow-up supervisions carried comments, analysis for the harmonisation of laws with the Personal Data Protection Law, activities in the media and other types of promotion of the Personal Data Protection Law, and activities based on education, international cooperation of the Agency as well as the activities planned in the second half of this year.
        We believe that the submitted Interim Report on the state of personal data protection will contribute to the implementation of items of the Conclusions of the Parliament of Montenegro. Also, we believe that this Report will give you a comprehensive illustration of our work and aspirations to raise the personal data protection in Montenegro to a higher level with the actions of the Agency and all competent entities. 
 I Conclusion of the Parliament of Montenegro, Official Gazette of Montenegro 28/11)       
     The Parliament of Montenegro, in its 24th assembly, during the 5th  meeting of the regular spring session, on 26 May 2011, regarding the analysis of the 2010 Work Report (first) of the Agency for Personal Data Protection and the State of Personal Data Protection, has adopted the following conclusion:
1. The 2010 Work Report (first) of the Agency for Personal Data Protection and the State of Personal Data Protection is approved.
2. State in the field of personal data protection is not on a satisfactory level both formally and factually. 
3. Legal obligation is that the Agency Council, pursuant to Article 56 of the Law, adopts the annual work plan, so the Parliament finds that in the Report there is no information regarding the work plan for 2010, nor for 2011, so it is not known, due to the estimation of state (p. 1 of the Agency Report) which activities are planned for the improvement in this area. 
4. The implementation of the Law, in adopting secondary legislation (without which there is no implementation of the Law), was late during the reporting period.
5. Due to the lack of information on the total number of personal data filing systems, from the point of view of the obligation of the Agency to supervise the implementation of the Law, which is indicative, more efficient compliance and meeting of the obligations of all the entities, defined in the Personal Data Protection Law, is necessary.
6. As the information is the assumption of introducing citizens and institutions with the existence, work and competences of the Agency, the development of the website of the Agency is necessary as soon as possible, so that it can establish contacts with the public. The Agency should intensify the activities of educating the citizens and informing the  public on the right to personal data protection, as well as the competences of the Agency, as the authority for supervision over the implementation of the Law by: developing a short guide for personal data protection which would be distributed to state authorities, institutions, commercial entities and which would be available on the website, intensifying activities in media and other forms of promoting the Personal Data Protection Law and  work of the Agency, organizing public discussions in cities of Montenegro and more often press conferences.
7. In the reporting period, the Agency has not managed to, by using the allocated funds, make itself and its activities regarding the implementation of the Law visible to the public, due to which it is necessary that:

- the Agency in cooperation with competent state authorities, ensures material, financial and personnel resources necessary for performing activities prescribed by the Law, 

- the Agency makes an effort to ensure certain resources through projects and from international organisations and to establish cooperation with the EU experts and

- the Agency delivers a detailed overview of the budget on the spending of funds in the following report.

8. For the reasons of implementing activities which focused more on education, taking into consideration the beginning of the implementation of the Law and functioning of the Agency, full implementation of all activities determined by the Law is necessary. 

9. The Report contains detailed information on supervisions carried out, but does not contain the information whether additional supervision was carried out in order to determine if the entities who have been ordered certain actions actually implemented them with the aim of improving the state and meeting criteria prescribed by the Law. For that reason, in the following period, it is necessary that the Personal Data Protection Agency carries out the inspection of adherence to and implementation of actions ordered to the entities during the first inspection

10. The total number of personal data filing systems and their controllers is unknown, which means that citizens have no information on where their data are being stored and taking into consideration that the Ministry of Interior has adopted the form which all the controllers should fill in, so that the Agency can have them in its register, as well as the ones who are beginning the establishment of filing systems, it is necessary to develop the Central Register of personal data filing system in the following period.

11. On the basis of available information in this area from the comparative analysis in the regional countries, in comparison to the state in our country, they had significant progress, so it is estimated that the experiences of the regional countries can significantly assist the Agency. For this reason it is necessary to intensify cooperation with similar institutions from the region in the following period with the aim of exchanging experiences.

12. It is estimated that, based on the information obtained from the competent Ministry of Internal Affairs, the assumptions for the independent work of the Agency are obtained with:

- the adoption of the Decree on IT security measures (8 October 2010) and 
- Rulebook on the manner of designating and safeguarding special categories of personal data (18 February 2011) as well as
- future harmonisation of legislation (the remaining 5% of non-harmonised norms will be harmonised with EU acquis during the II quarter of 2011) 
13. It is necessary that the Agency and competent state authorities in the following period analyse the existing legislation in this area (Personal Data Protection Law, Law on Information Confidentiality and Law on Free Access to Information) and carry out a number of activities in harmonizing these and other laws.

14. In the aim of improving the state in establishing efficient and sustainable system of personal data protection, in addition to the continuation of the ones that have already begun, the priorities of the Agency should be directed towards ensuring the following:

-  drafting the Work Plan for 2011;

-  development of the website;

-  drafting the Guide for personal data protection and its distribution to state authorities, commercial entities and its availability on the website;

-  development of the Central register of personal data filing systems;

-  intensifying activities on promoting the right to personal data protection;

-  strengthening administrative capacities of the Agency;

-  implementing training activities of data controllers;

-  strengthening cooperation with state authorities, NGOs and media;

-  international and regional cooperation; as well as

-  the cooperation with state authorities on harmonization of the Personal Data Protection Law with the EU acquis, as well as its harmonization with the Law on Information Confidentiality and Law on Free Access to Information as well as other laws in order to create the requirements for the independent functioning of the Agency.

15. The Agency will, pursuant to the Personal Data Protection Law (Article 62, paragraph 2), submit to the Parliament the Interim Report on the state of personal data protection until the 1 July 2011, with an overview of implemented activities on the implementation of the Law and improving the state in the field of personal data protection, which would contribute significantly to the acceptance of standards existing in developed democratic countries, as well as meeting the criteria on our path to EU, in accordance with the findings and recommendations contained in the Analytical Report of European Commission. 
 II The Parliament of Montenegro, in item 2 of the Conclusion stated the following:

 „State in the field of personal data protection is not on a satisfactory level, both formally and factually”.
As stated in the 2010 Report, the state in the field of personal data protection is not on a satisfactory level, but positive and measurable steps have been noted in the first half of this year.

Namely, by carrying out numerous supervision and education, the Agency has managed in raising the level of awareness on the need for personal data protection. Also, it is obvious that a raising number of entities and persons are contacting the Agency by asking for opinions, approvals, explanations and also submitting requests for rights protection.  All of this points out to the fact that the Agency is building a good image in the public, which is certainly one of the most important goals. Gaining trust in our work is the most significant prerequisite for the successful protection of this important segment of the right to privacy. 
Higher level of personal data protection can be seen through the number of submitted Records on personal data filing systems on the prescribed form and through requests for giving approvals for the introduction of video surveillance. 

 Supervision of the usage of video surveillance determined that video surveillance is used contrary to the provisions of the Law, disproportionally and excessively.
Progress in exercising the protection of the right to privacy in this matter will be achieved by adhering to the decisions of the Agency. Basic problems related to video surveillance mostly refer to the following: 

· responsible persons who carry out the video surveillance do not adopt the Decision;
· lack of displaying the public notification on video surveillance;
· lack of opinion of the union representative regarding video surveillance in business premises necessary due to objective reasons;
· video surveillance in a scope larger than the space of the entity where video surveillance is carried out;
· video surveillance in the premises intended for employees or guests violates privacy without a legal basis. 

Also, a situation needs to be pointed out where one company, in addition to video surveillance in business premises in the space where employees work, which seriously violated the Law, also activated audio recordings in the same premises, thereby violating basic constitutional principles – privacy, integrity and dignity. The Agency, pursuant to its competences, made a Decision ordering the entity to eliminate the irregularities. Immediately following the delivery of the Decision, the entity has informed the Agency that it has adhered to the decision and removed the irregularities in the deadline ordered. In a legally prescribed deadline, the Agency will lodge a request for instituting a misdemeanour procedure against the controlled entity as well as the responsible person in the company. 

Regarding the supervision of mobile operators and Police Directorate in the part concerning personal data protection, regarding the delivery of lists of subscriber's phone calls and SMSs, the Agency found that the practice prior to the decision of the Agency was not in accordance with the Constitution of Montenegro, international agreements signed and ratified and therefore, must be changed pursuant to the existing legal order prescribed in the Constitution of Montenegro. 
In analysing the legislation (particularly Criminal Procedure Code) and practice, and comparing it with international agreements and case law of European Court for Human Rights in Strasbourg, the Agency concluded that the interpretation and implementation of Article 257 of the Code is not in accordance with the Constitution of Montenegro, European Convention of Human Rights and judgements of the European Court for Human Rights in Strasbourg.
Regarding this legal matter, it is obvious that the opinion of the Agency differs from the opinion of the author of the Manual for the Implementation of CPC, reputable professors and judges, and company T-Com which lodged an appeal to the court against the decision of the Agency.

The Agency believes that CPC needs to be amended, and therefore solve this legal matter precisely, in accordance with the Constitutional guarantee and European practice, which actually means that there must be a court control of the procedure of obtaining personal data in relation to telecommunication traffic. 

Progress is certainly evident as the Police Directorate has adhered to the decision of the Agency, and data from telecommunication traffic, lists of phone calls and SMSs are obtained only with a court order. This practice certainly guarantees personal data protection in the part concerning the legal basis for data collection until the amendments of the Criminal Procedure Code take place which will lead to introducing provisions compatible with European standards or a possible decision of the Constitutional Court that the provision 257 of the Code is in accordance with the Constitution. 
In cooperation with the Twinning project experts, the Agency has analysed the following laws:

· Law on Voters Registers
· Law on Central Population Register 
· Law on Data Collections in the Field of Health Care 
· Law on Urgent Medical Assistance
· Law on Civil Servants and State Employees
· Law on Foreigners
· Law on Registers of Births, Marriages and Deaths
· Law on Social and Child Welfare
· Law on Taking and Use of Biological Samples

· Law on Electronic Commerce

· Law on Health Care
· Law on Electronic Communications
· Law on Prevention of Conflict of Interests
· Law on Consolidated Registration and System of Reporting on Calculation and Collection of Taxes Contributions

The Agency believes that the Law on Voters Register needs to be amended in the part related to personal data protection, as it concerns the delivery of voters’ lists to political parties. This proposal has been delivered to the Government of Montenegro.
Analyses of the Law on Data Collections in the Field of Health Care, Law on Urgent Medical Assistance, Law on Civil Servants and State Employees  and Law on Voters Registers were delivered to the Ministry of Interior and Public Administration, which is the partner in the Twinning Project implementation.
In cooperation with the competent ministries, the Agency will initiate amendments of these laws aimed at full protection of the right to privacy or personal data. Analyses of laws were delivered to the competent ministries. 

      Within the 2011 Work Report of the Agency and the State of Personal Data Protection, the Agency will deliver all opinions, decisions, resolutions and recommendations for the current year. We believe that it is important to include opinions and recommendations delivered to entities which are important for future practice in this Interim Report.
RECOMMENDATION (21 April 2011)
AGENCY FOR ELECTRONIC COMMUNICATIONS AND POSTAL SERVICE

      Pursuant to Article 50 of the Personal Data Protection Law, the competence of the Agency for Personal Data Protection, among other things, is deciding upon requests for the protection of rights regarding the violations of provisions of the Law. In this regards, we have received several requests from natural persons related to the manner of concluding subscriber's contracts with mobile operators the representatives of which, with the recording of basic data on the identity of a natural person (name and surname, UPIN and address) which is the integral part of the contract, requested the subscribers and signatories of the Subscriber's Contract the copy of their IDs.
     
During the inspection supervision of mobile operators, regarding the above mentioned problem, we received the explanation that the copies of IDs for them is “an additional guarantee“ for the identification of a person in case there is a court proceeding between the operator and the user, as the signatory of the Subscriber's contract. Legal basis for this can be found in the provision of the General Terms of providing using services (Article 4, paragraph 3), which is approved by the Agency for Electronic Communications and Postal Services, which among other things, enables the operator to permanently keep the copies of documents on the basis of which the person's identity was established.
      During the meeting held with the representatives of your Agency, held on the 24 April 2011, we agreed that the largest and the only full proof for expertise of a person's identity is his/her signature, and that the copy of the identification document is an unnecessary copying of data that the Subscriber’s Contract already contains. On the other hand, every copying of an identification document, necessary and unnecessary, creates possibilities of different abuses, which was not so rare in the previous period.
      In order to limit the abuses to a minimum level, we suggest rephrasing Article 4, paragraph 3 of the General Terms of providing and using services and to prevent the operators to make copies of identification documents and thereby, to oblige them, during the conclusion of future Subscriber's Contracts to act in accordance with the new situation and in this manner significantly contribute to the personal data protection in Montenegro.

Regarding the above mentioned, we are at ready for any type of future cooperation and communication. 

OPINION (23 June 2011)

MINISTRY OF HEALTH

Deciding upon your request for opinion No. 03/353 from 01 June 2011 regarding the publishing of patients' data, consisting of a part of UPIN (last six digits), on the waiting list for medical procedures, Agency Council on the session held on 20 June 2011 determined the following:
that the publishing of personal data consisting of a part of the UPIN (last six digits) is not in accordance with the Personal Data Protection Law

Acting in accordance with Article 50, item 3 of the Personal Data Protection Law, which states that the Agency shall “deliver opinions with regards to the application of this law”, on the basis of the statements from the request, it was determined that public disclosure of patients’ personal data without their prior consent is not in accordance with the Personal Data Protection Law, Article 2, paragraphs 1 and 2 which clearly define that personal data may be processed for a lawful purpose or with the prior consent of the data subject as well as that personal data may be processed only to the extent necessary to achieve the purpose of processing and in a way compatible with the aims for which they were collected. Personal data published pertain to the health status of a patient, which according to the Personal Data Protection Law Article 9, paragraph 1, item 7 present a special category of personal data. In this regard, Article 13, paragraph 1, item 1 defines that special categories of personal data may be processed only with the consent of the data subject.  

Taking into consideration the good intention that within the Action plan for fighting corruption in health care, special focus is placed on “fighting corruption by introducing an information system on all levels, which will ensure transparency of every segment of the process of providing health services, with the special contribution of giving insight into the waiting lists for medical procedures“, we believe that the mentioned data can be processed only internally for the needs of the personal data filing system controller (Ministry of Health) with the implementation of appropriate safeguards pursuant to Article 4 of the Rulebook on the method of designating and protecting special categories of personal data and that the data cannot be publicly disclosed because it would reveal the identity OF a patient. Also, we are suggesting that instead of publishing, in this particular case, (last six digits) the UPIN, you allocate a special number or code to the patient on the basis of which he/she will be registered on the waiting list for medical procedures.

III The Parliament of Montenegro, in item 3 of the Conclusion stated the following
“Legal obligation is that the Agency Council, pursuant to Article 56 of the Law, adopts the annual work plan, so the Parliament finds that in the Report there is no information regarding the work plan for 2010, nor for 2011, so it is not known, due to the estimation of state (p. 1 of the Agency Report) which activities are planned for the improvement in this area”.

Personal Data Protection Agency drafted the annual Work Plan for 2010 and 2011.


Work Plans envisage activities implemented in 2010 or the ones that will be implemented in 2011.

          2010 Work Plan was adopted on 27 July 2010 and 2011 Work Plan was adopted on 27 January 2011 on the second meeting of the Agency Council, as follows:
- Work Plan of the DEPARTMENT FOR SUPERVISION AND PERSONAL DATA PROTECTION:
Section for Supervision:                

· Draft monthly, quarterly, annual and interim reports on the work of the Section for Supervision and other affairs from the scope of work of this Section
· Carry out ex officio inspection supervision:
a. scheduled supervision
b. unscheduled supervision
· Carry out inspection supervision upon requests for the protection of rights;

· Act upon requests for opinions

· Adopt decisions on giving approvals regarding the establishing of personal data filing systems
· Give proposals and recommendations for improvements of personal data protection

· Cooperate with bodies competent for supervision of data protection in other countries;

· Cooperate with competent national authorities during the implementation of regulations related to personal data protection;

· Undertake necessary activities in training the employees of the Agency for Personal Data Protection;
· Undertake necessary activities in training the employees of personal data filing system controllers.
 Section for the protection of rights and requirements for personal data processing:
· Draft the acts of the Agency regarding administrative disputes as well as affairs regarding the execution of decisions of the Agency and procedure of misdemeanour responsibility for the violation of the Law;

· Prepare acts regarding constitutional claims in relation to the exercise of the right to data protection; monitor the case law in the area of data protection regarding administrative disputes and constitutional claims at competent courts;
· Monitor regulations regarding the exercise of data protection right and preparation of acts initiating the amendment of these regulations and their harmonisation with the regulations and standards of European and international law;

· Draft monthly, annual and special reports and other affairs from the scope of work of this Section.

Section for registers and IT:
· Continuously carry out IT and other affairs regarding the Register and other records kept at the Agency;

· Get  involved in the preparation of documents with the list of personal data filing systems for annual publication, monitor the application of IT regarding data protection and propose measures for their improvement;

· Draft annual and special reports and other affairs from the scope of work of this Section.

· Establish cooperation and provide instructions and professional assistance to individual personal data filing system controllers and processors. 

Section for cooperation and data safeguards:
· Prepare acts of the Agency giving initiative for adoption or amendment of regulations as well as other proposals and recommendations with the aim to implement and improve personal data safeguards and integration of international and European standards into the legal system;

· Implement the procedure for determining the meeting of conditions for transfer of data from Montenegro and give approval for transfer of these data;

· Draft proposals used by the Agency to give opinions regarding the establishment of new filing systems, in cases when new IT is being introduced for personal data processing;
· Draft acts used by the Agency to provide instructions in the implementation of personal data protection regulations; inform the public via manuals and other publications and material, media, internet, public discussions or in another appropriate manner;
· Draft documentation of the Section for the actions of the Agency upon requests for access to information on the work of the Agency; monitor case law in the area of data protection, regarding administrative disputes and constitutional claims at competent courts and international case law and other practice and other affairs from the scope of work of this Section.

· Draft annual and special reports from the scope of work of the Section.

- Work Plan of the TECHNICAL SERVICE OF THE AGENCY 
· Draft proposals of individual legal acts regarding employment and exercising rights, duties and responsibilities from employment at the Agency;
· Draft a Rulebook on the appraisals of individual performance for Agency’s employees with a mark on a monthly or annual level;

· Undertake safety measures for the protection of health at work and insurance of employees;
· Implementation of public procurement procedures;
· Timely draft the financial plan and purposeful use of assets in accordance with the budget and financial plan;
· Keep business books, periodic accruals and final accounts, as well as administrative, technical, office, filing, typing and other affairs;
· Draft contracts concluded by the Agency by the employee for public procurements;
· Draft the List of categories of registration documents with deadlines for storage;
· Draft the Rulebook on filing and office management;
· Pursuant to the Rulebook on official IDs, develop IDs for employees;
· Draft the Work Report of the Agency and State of Personal Data Protection for 2010;
· Establish a standing Working Group that will monitor the legislation and indicate the law amendments;
· Draft the final text of the flyer about the Agency and its competences with the assistance of the Twinning Project;
· Develop the website for the Agency and update it continuously. 

IV The Parliament of Montenegro, in item 4 of the Conclusion stated the following:

„The implementation of the Law, in adopting secondary legislation (without which there is no implementation of the Law), was late during the reporting period.“
      Personal Data Protection Agency, pursuant to Article 56, paragraph 1, item 2 of the Personal Data Protection Law, with the approval of the Administrative Committee of the Parliament of Montenegro, adopted the Statute and Rulebook on Job Descriptions in March 2010. These documents are adopted in a legally prescribed deadline, within three months from the date the Agency Council was appointed.

     Subsequently, as pointed out in the 2010 Report, a set of other secondary legislation was adopted as follows: 

· Work Rules; 

· Rulebook on Salaries, Allowances and Other Income of the Agency Employees; 

· Rulebook on Allowances for Increased Costs of Employees;

· Code of Conduct of the Employees; 

· Ethical Code; 

· Rulebook on Official Identification; 

· Rulebook on Usage of Official Cars and Fuel Costs; 

· Rulebook on Allocating Official Mobile Phones and Acknowledgement of Costs of Their Usage; 

· Rulebook on the Usage of Funds for Representation; 

· Guide for Accessing Information in the Possession of the Agency. 


Taking into consideration the above mentioned, we believe that the Conclusion of the Parliament of Montenegro does not refer to the acts of the Agency, as they were adopted in a legally prescribed deadline. 
V The Parliament of Montenegro, in item 5 of the Conclusion stated the following:
“Due to the lack of information on the total number of personal data filing systems, from the point of view of the obligation of the Agency to supervise the implementation of the Law, which is indicative, more efficient compliance and meeting of the obligations of all the entities, defined in the Personal Data Protection Law, is necessary.”

Annual and monthly Work Plans of the Agency for Personal Data Protection include all categories of personal data filing system controllers and priorities for scheduled supervisions are determined in accordance with the assessments of the Agency on a monthly basis. This selection is based on assessments of the competent sector taking into consideration all the relevant data Agency has available.

In the first half of 2011, 28 controllers delivered 112 personal data filing systems to the Agency for Personal Data Protection. Records on personal data filing systems are placed on a form prescribed by the competent ministry.

In this item, the Report states that the data controllers need to better respect the Data Protection Law. Here, it is lamented that the total number of personal data filing system controllers is still unknown due to the fact that the register is not fully functioning.

From the perspective of the Twinning Project, it can be stated that important steps were undertaken in order to help to set up an efficient online register as it exists in some EU Member States. Once the problems regarding the financial support for this system will be overcome and a technical basis will be defined, an advanced online registration system will be established. 

This will be accompanied by an amendment of the DP Act as recommended by the Twinning Project, intended to facilitate registration procedures in line with the EU law and to abstain from a prior authorisation for every single data processing operation that needs to be registered. 

However, it needs to be considered that it might still not be possible to come to a complete registration of all data controllers. As experience in some EU Member State showed, even if public awareness campaigns are carried out, some private sector controllers might try to “fly under the radar” and abstain from registering in order not to be detected. It will require an ever ongoing effort to detect such controllers.

VI The Parliament of Montenegro, in item 6 of the Conclusion stated the following:
As the information is the assumption of introducing citizens and institutions with the existence, work and competences of the Agency, the development of the website of the Agency is necessary as soon as possible, so that it can establish contacts with the public. The Agency should intensify the activities of educating the citizens and informing the  public on the right to personal data protection, as well as the competences of the Agency, as the authority for supervision over the implementation of the Law by: developing a short guide for personal data protection which would be distributed to state authorities, institutions, commercial entities and which would be available on the website, intensifying activities in media and other forms of promoting the Personal Data Protection Law and  work of the Agency, organizing public discussions in cities of Montenegro and more often press conferences.
        Based on the 2011 Work Plan the Agency undertook all of the necessary activities in developing the website.

       With the financial support of the Ludwig Boltzman Institute of Human Rights from Vienna, funds were allocated to the Agency for the web presentation.

    In a detailed procedure, requested by the Institute, the needs of the Agency were presented. On the basis of these needs, with the assistance of the Twinning expert, the request for proposals was made. Proposals were sent to three bidders, and after the offers being delivered, the most advantageous bidder was chosen and a contract concluded. Obligations, conditions and deadlines were defined in the contract between the Institute and the bidder.
      At the time this Report was submitted, the website of the Agency is developed and its updating or the entry of data is ongoing.

Website can be seen on the webpage www.azlp.me. The page is developed in Montenegrin and it will be translated into English.  
The Main Menu contains information regarding the Agency, Regulations, Latest Information, Reports and Work plans, Contacts and Projects. Each of the listed items from the menu would have its submenu concerning: history, organisation, competence of the Agency, national and international legislation, secondary legislation, annual and special reports, project being implemented at the Agency, photo gallery, direct sending of e-mails, press announcements, events announcement, etc. Also the website contains the form of the records of personal data filing systems which can be filled in electronically, sent and printed. 

Developing the web presentation is certainly one of the most important aspects of Agency's promotion and introducing the domestic and international public with its work.

       Promotion activities of the Agency have begun from the beginning of its functioning. Above all we made an effort in having all of the events organised by the Agency covered by the media.

We have, in a timely manner, informed the public on activities, news, opinions regarding the implementation of the Law by commenting on current issues from the aspect of personal data protection and sending recommendations.

The Chairman, Council members and Agency director were giving statements and interviews for all the dailies, were guests on television and radio stations as well as responding regularly to the questions of journalists sent by e-mail or transferred by phone.

Articles and clips about the Agency were covered in the following media: 
Independent daily “Vijesti“

· IDs only for inspection (16.01.2011.)

· Inspectors working, Law is violated (08.02.2011.)

· Šefko is checking if the police is abusing personal data (18.03.2011.)

· Brajović can get from Veljović everything he wants (08.03.2011.)

· Operators ordered not to give the lists of phone calls to the police (30.03.2011.)

· They can check what they want but with court orders  (02.04.2011.)

· Espionage cheap (24.04.2011.)

· Police needs to erase information (29.04.2011.)

· Forgot who he wrote to (01.06.2011.)
Daily “Dan“

· Police wiretapping unconstitutionally (20.01.2011.)

· Public officials must report on everything (29.01.2011.)
· Privacy of citizens is inviolable (08.02.2011.)

· Police wiretapping the citizens (18.02.2011.)

· Gave up on supervising the police and ANS (30.03.2011.)

· Misdemeanour court will be informed about the directors (18.04.2011.)

· Property report without the names of public officials (05.05.2011.)

· Check what MONSTAT is entering (20.05.2011.)

· Personal Data Protection Law (25.05.2011.)

· Court needs to verify the accuracy of DPS's report (05.06.2011.)

· Either Veljović or the Agency are lying (11.06.2011.)

· They want the trust of citizens (20.05.2011.)

RAdio „ Free Europe “

· There are cases of privacy violation in Montenegro (07.02.2011.)
Daily„Pobjeda“

· EU standards protecting the privacy (08.02.2011.)

· Supervision completed in three companies (01.03.2011.)

· Dan and State Electoral Commission violated the Law (20.05.2011.)

· Dan and SEC don not care about privacy (20.05.2011.)

· Parties get lists only on paper (26.05.2011.)

· Memorandum on Cooperation signed (17.04.2011.)

Television „SUN“ - Bijelo Polje
· Show “Interview“, guest Šefko Crnovršanin – Council Chairman
RTV „Pljevlja“ - Pljevlja

· Guest Šefko Crnovršanin- Council Chairman (05.02.2011.)

Radio „Berane“ - Berane
· Guest Šefko Crnovršanin- Council Chairman (30.01.2011.)

RTCG 1 

· Show “Lajmet” - clip about the Agency, Bojan Obrenović - Director and Muhamed Gjokaj- inspector (09.04.2011.)
Radio VOA (Voice of America)

· Statement of Aleksa Ivanović (May 2011)
Radio „Budva“- Budva
· Guest Radenko Lacmanović, Council member (April 2011)

Austrian public broadcasting service, Vienna
· Statement of  Aleksa Ivanović, Council member (March 2011)
       
Education about the Agency and implementation of the Personal Data Protection Law is carried out through the participation of employees as lecturers on seminars organised by the Human Resources Management Administration.

Through this type of activity state servants and employees in local self-governments were introduced with the Law, obligations arising from it and competences and activities of the supervisory body i.e. the Agency. This type of training was held for more than 100 persons and they were held in: Podgorica, Bijelo Polje, Tivat and Bar.
       Press Conference regarding the implementation of the Twinning Project “Implementation of Personal Data Protection Strategy” was held on Monday, 7 February 2011 at 11h, in hotel Podgorica.

Minister of Interior and Public Administration, Mr. Ivan Brajović, Head of the Operations Section of the EU Delegation in Montenegro, Mr. Nicola Bertolini, Ambassador of Slovenia Mr. Jernej Videtič, Austrian Consul Mr. Reinhard Kogler, Council Chairman of the Agency for Personal Data Protection Mr. Šefko Crnovršanin and Information Commissioner of the Republic of Slovenia Mrs. Nataša Pirc spoke during the conference.  They all pointed out the objectives and importance of this project.

Numerous representatives of media were present during the conference.

On the same day, there was an Expert Workshop on personal data protection.

The workshop was attended by numerous experts from the field of personal data protection.

This event was attended by approximately 40 representatives of public authorities, numerous Montenegrin companies, NGOs and other entities that need to comply with the Law.

In the aim of informing the citizens and the public better about the work of the Agency, competences and obligations arising from the Law, we will undertake activities at developing the final text of the flyer of the Agency and its competences concerning the following:

· Legal obligations of the personal data filing system controllers
· Personal Data Protection – rights of citizens
· Personal Data Protection - privacy
· 10 frequently asked questions for the general public
The stated activities will be presented to the media.

           In accordance with the Plan of the Twinning Project, experts from Germany will dealing with these topics visit the Agency. With their support we will design, print and distribute leaflets for citizens and entities so that they can be familiar with legal obligations.

         These activities will be carried out in September so that they can coincide with the arrival of the experts from this area, although the Work Plan for this year envisages the activities to be completed by the end of May. We believe that this is an appropriate period because during the summer, the campaign would not be that effective.      
       In a very short period of time, personal data protection has become a very serious matter in Montenegro. Currently, a large number of issues are being discussed and covered in the media, such as access of the enforcement authorities to data of mobile operators, confidentiality of census papers or publishing the unique personal identification numbers of political party donors. This indicates that personal data protection is becoming very important in Montenegro.
The importance of personal data protection is also recognised in the EU which is funding the Twinning Project “Implementation of Personal Data Protection Strategy”. This project is implemented by MS EU, Austria as the larger partner and Slovenia as a junior partner. Experts in personal data protect from Austria, Slovenia and other Member States cooperate with the Agency for Personal Data Protection, Ministry of Interior and other authorities.

Taking into consideration that half of the total duration of the project has passed, partners in this project presented the media their previous work and future plans, on 14 June 2011.

         The Agency will make an effort to be the host of the regional conference of the personal data protection agencies at the second half of this year. Through cooperation with the colleagues from the region, our idea was that this type of gathering would the most appropriate for the exchange of experiences, good legal solutions and practical examples. Provided that the finances allow us to do this, we will be the hosts of the regional conference with pleasure.
In addition, organising additional public events such as discussions or conferences during the second half of Twinning Project implementation is foreseen (from September 2011). For example, public discussion is planned regarding the appropriate balance between the transparency and free access to information on one hand and appropriate privacy protection and personal data protection on the other. 

      Cooperation with the NGO sector is very significant in the field of personal data protection. In this regard, we are organising a meeting with the representatives of the most active NGOs in Montenegro. The aim of this gathering is to inform them of the work of the Agency and its competences so that the NGO sector would give full contribution regarding the familiarizing with certain cases when the Law is violated or giving suggestions regarding the improvement of personal data protection. 

VII The Parliament of Montenegro, in items 7 and 8 of the Conclusion stated the following:
“In the reporting period, the Agency has not managed to, by using the allocated funds, make itself and its activities regarding the implementation of the Law visible to the public, due to which it is necessary that:

- the Agency in cooperation with competent state authorities, ensures material, financial and personnel resources necessary for performing activities prescribed by the Law, 

- the Agency makes an effort to ensure certain resources through projects and from international organisations and to establish cooperation with the EU experts and

- the Agency delivers a detailed overview of the budget on the spending of funds in the following report.”

VIII “For the reasons of implementing activities which focused more on education, taking into consideration the beginning of the implementation of the Law and functioning of the Agency, full implementation of all activities determined by the Law is necessary.”
      The Agency has contacted the Ministry of Finance several times regarding the funding and also the Prime Minister in order to introduce them with the need of acquiring the Register of personal data filing systems and other activities concerning the work of the Agency such as the organisation of the regional conference of agencies where the Montenegrin Agency would be the host in October.
      According to the projections of the Council and the Director, determined in accordance with the priority needs of the Agency, as one of the important matters is the obligation of the Agency, pursuant to Article 29 of the Personal Data Protection Law, to establish a Register of the personal data filing systems. Article 26 and 27 of this Law oblige the personal data filing system controllers (state authority, public administration body, local self-government and local administration authority, commercial enterprise and other legal person, entrepreneur) to deliver the data kept in their filing systems to the Agency, ona prescribed form. Therefore the legal obligation of the Agency, as well as the role in the system, is to enter these data into the Register which serve its function as the supervisory authority. The need of establishing the Register of the Agency, in addition to the fact that the it is the legal obligation of the mentioned entities and the Agency in carrying out its supervisory role, indicates the necessity of urgent resolution of this matter also for the reasons of experiences of agencies in the region we had contact with in the previous period and which, with no exceptions, have already established their register of personal data filing systems. 
 The Budget of the Agency allocated for 2011 is not enough, i.e. it does not envisage funds for acquiring the Register the total value of which, according to the estimation and specification of the expert from the Twinning Project, is EUR 147 000 (EUR 135 000 + 12 000).    
We would like to point out that the Agency for Personal Data Protection is the Beneficiary of the Twinning Project, in the total amount of 1.2 million euros. In addition to the funding from the EU through the IPA budget amounting to EUR 700 000, Montenegro has obliged to co-finance EUR 500 000. Until the time this report was submitted, the mentioned funds have not been allocated. The implementation phase of the project started in December 2010 and will last for 15 months. 

      During the first half of this year, with the approval of the Ministry of Finance, four persons were employed as follows:
· Advisor for monitoring implementation of regulation
· Intern (Department for Supervision)

· Operator for entry of data
· Driver – mail deliverer
During the year of 2010, eight out of 22 positions were filled in so the Agency capacities are filled in for the amount of 50% not including the Council. 

IX The Parliament of Montenegro, in item 9 of the Conclusion stated the following:
 “Report contains detailed information on supervisions carried out, but does not contain the information whether additional supervision was carried out in order to determine if the entities who have been ordered certain actions actually implemented them with the aim of improving the state and meeting criteria prescribed by the Law. For that reason, in the following period, it is necessary that the Personal Data Protection Agency carries out the inspection of adherence to and implementation of actions ordered to the entities during the first inspection.”
During the reporting period, the first six months of this year, the following number of supervisions was carried out:

· 20 scheduled supervisions ex officio;
· 18 unscheduled supervisions;

· 2 supervisions upon the initiative for the protection of rights;

· 15 repeated supervisions for the ones carried out in  2010 and 2011.
In addition, during the period 1 January to 1 July 2011, the Agency received:

· 15 requests for opinions; 
· 9 requests for approvals for establishing personal data filing systems, 6 of which were positive, 1 was rejected and 2 are still being considered;

· 3 requests for the protection of rights acted upon in the legal deadline. 


Aimed at the improvement of personal data protection, during the reporting period the Agency has sent 3 recommendations where entities were suggested to undertake certain appropriate measures in order to raise personal data protection to a higher level. 

       General conclusion is, according to the supervisions carried out that except for one, all the supervised entities acted according the orders from the supervision, removed irregularities, or met their obligations from the Personal Data Protection Law. Furthermore, during the repeated supervisions it was noticed that not only the responsible persons but also the employees of entities are much better familiarised with the Personal Data Protection Law and that the awareness of the importance of an appropriate treatment of personal data is in a much higher level. With certain supervised entities, there were some novelties recorded in the minutes and in one case, the official statement was that the supervised entity has acted upon the order of the inspector and delivered their personal data filing systems to the Agency, which was the only order, and therefore the repeated supervision was not carried out. 

Repeated supervisions for inspections carried out ex officio were carried out at the following entities: 
       This item of the Conclusion demands from the Agency that it carries out follow-up inspections in order to see whether its orders have been adhered to. One the one hand, such policy may be useful to make sure that the Agency is not tricked. On the other hand, follow-up inspections require resources that cannot be used otherwise, thus leading to a decrease in primary inspections. In any case, it could be stated that it is not for the parliament to prescribe any standards or advise the Agency to undertake certain measures. According to Directive 95/46/EC (Art. 28 para 1) the Agency must be granted “complete independence”. Therefore, although the Agency may have reporting obligations vis-à-vis the parliament, it is only for the Agency itself to decide on investigation policies.

1. University of Montenegro, the Biotechnical Faculty, Podgorica


In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2: 

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2, after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 
· The controller must acquire the consent of every student whose data are being processed by adding the clause “not obligatory” next to the category of national origin on the form.

For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 
Conclusion after the repeated supervision:


Personal data filing system controller, the Biotechnical Faculty, Podgorica, in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems – Personnel files and Records of Students – pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).

The Form “Application form for students” can be bought at the bookstores, and the Bureau of Statistics is in charge for its drafting. The problem of the national origin and adding the clause “not obligatory” or even erasing the statement on national origin will be resolved between the Agency for Personal Data Protection and Bureau of Statistics of Montenegro. 
Note: Regarding the above mentioned repeated supervision it should be noted that the Agency for Personal Data Protection sent a formal Recommendation to the Bureau of Statistics of Montenegro stating that it is necessary to change the form Application for students as mentioned above. Bureau of Statistics had a positive answer for the Agency and they will start the procedure of changing the form. 
2. PI Airports of Montenegro

In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2: 

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2, after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 

· To publicly display the notification of video surveillance, because pursuant to Article 39 of the Personal Data Protection Law all entities that have video surveillance are obliged to comply with this Article.
For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

Conclusion after the repeated supervision:


Personal data filing system controller, the PI Airports of Montenegro, in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems – Personnel files and Video Surveillance – pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).
During the repeated supervision it was determined that PI Airports of Montenegro have acted upon the orders and that the notification on video surveillance is publicly displayed pursuant to Article 39 of the Personal Data Protection Law.
3. Human Resources Management Authority of Montenegro

In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2: 

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2, after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 

· That the data from the List for the selection of candidates – interns, published on the HRMA website, are harmonised with Article 2, paragraphs 1 and 2 of the Law, related to previous consent and appropriate scope of data. All the data on candidates-interns, except for the first and last name and the level of education, need to be erased from the list published on the HRMA website.

· To adopt a decision empowering the persons dealing with administration of the base to access the database and clearly define their authorities in this regard, with an obligatory introduction of limitation regarding the trails for access in individual applications with the explanation for the access. During the interventions on the applications upon the user’s request, it s necessary also to introduce a written trail of the request for intervention with explanation. 

For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to.
Conclusion after the repeated supervision:

Personal data filing system controller, the Human Resources Management Authority of Montenegro, in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems – Personnel files, Central Personnel records for public authorities, List for the selection of candidates-trainees, List for selection of candidates of public announcement and the List for the selection of candidates according to an internal announcement – pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).

The data from the List for the selection of candidates, published on the HRMA website, are harmonised with Article 2, paragraphs 1 and 2 of the Law, related to previous consent and appropriate scope of data. All the data on candidates, published on the HRMA website contain only basic data regarding first and last name, the level of education, and number of points.

During the repeated supervision, it was stated that new programme and software solutions are necessary so that the HRMA can act according to the obligatory limitation in leaving visible trails during access into individual applicants with the explanations of reasons as well as ensuring a written trails of the request for interventions in the CIS application which requires time and significant financial resources. 
1. University of Montenegro, Faculty of Natural Sciences and Mathematics, Podgorica

In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2: 

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2, after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 


· The controller must acquire the consent of every student whose data are being processed by adding the clause “not obligatory” next to the category of national origin on the form.

For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

Conclusion after the repeated supervision:

Personal data filing system controller, the Faculty of Natural Sciences and Mathematics, Podgorica, in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems – Personnel files, Records of Students and Records of students who graduated – pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).

The Form “Application form for students” can be bought at the bookstores, and the Bureau of Statistics is in charge for its drafting. The problem of the national origin and adding the clause “not obligatory” or even erasing the statement on national origin will be resolved between the Agency for Personal Data Protection and Bureau of Statistics of Montenegro. 

Note: The same note applies as the one for repeated supervision of the Biotechnical Faculty
1. PI Institute for education and professional rehabilitation of disabled children and youth, Podgorica

In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2: 

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2, after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 

For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

Conclusion after the repeated supervision:

Personal data filing system controller, the PI Institute for education and professional rehabilitation of disabled children and youth, Podgorica in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems – Personnel files, Records of students, Social records of students and Medical records of students– pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).
2. Crnogorska komercijalna banka AD Podgorica

In the procedure of repeated supervision the following factual state is determined: 
CKB AD Podgorica, on 03 February 2011 delivered the Agency three filing systems:
· Personnel records
· Code of natural persons resident and non-residents
· Video Surveillance
Repeated supervision of the CKB AD Podgorica determined that there are two more filing systems:
· Records of suspicious transactions

· Records of clients that apply for vacancy announcements

In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2: 

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2, after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 

· Records of suspicious transactions

· Records of clients that apply for vacancy announcements

       For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

Note: Supervised entity has delivered the additional filing systems prior tp the expiration of the deadline. 

3. Rokšped d.o.o. Podgorica


In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2: 

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2, after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 
· That the management of the company adopts a Decision on video surveillance defining the reasons for its introduction from Art. 35, para. 3 and the obligation to publicly display the notification on video surveillance in the premises where the surveillance is located.

       For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

Conclusion after the repeated supervision:

Personal data filing system controller, the Rokšped D.O.O. Podgorica in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems – Personnel files, Records of customers and Records on car services– pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).
During the repeated supervision it was determined that Rokšped D.O.O. Podgorica acted according to the orders and adopted the Decision on video surveillance defining the reasons for its introduction from Art. 35, para. 2 and 3 of the Personal Data Protection Law as well as publicly displayed the notification on video surveillance pursuant to Article 39 of the Law.

4. PI Komunalne usluge Podgorica

In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2: 

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2, after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 

For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

Conclusion after the repeated supervision:

Personal data filing system controller, the PI Komunalne usluge Podgorica, in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems – Personnel files– pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).

5. Real Estate Administration of Montenegro

In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2: 

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2 (Official Gazette of Montenegro 73/10 of 10 December 2010), after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 

· That the management adopts a decision on appointing the filing system controller as the responsible person for the filing system Central personnel records

· That the management adopts a decision on appointing the filing system controller as the responsible person for the Register of data users and holder of immovable rights

· That the Department for Geodesy and Cadastre Information System ensures that users of personal data, data being processed and legal basis for using personal data, time of logging in and logging out of the system are automatically recorded (Art. 7, para. 2 of the Law)

· That the head of this institution adopts the Decision on video surveillance, in writing, with clear reasons for its introduction (Art. 35 of the Personal Data Protection Law), 

· To make a public notification on video surveillance (Art. 39 of the Law) and 

· That prior to adopting the decision on video surveillance in offices, the opinion of the representative union is obtained and the employees in these offices informed, in writing, on video surveillance (Art 36 of the Law), 
· That by removing the access code, access to video surveillance is disabled for all unauthorized persons as well as that, in the form of a decision in writing, the responsible person for processing and protection of videos is appointed.
· That, when accessing the public website, when the owners of the right,  by referring to their personal data, have the insight into their data from the cadastre of immovables, a higher protection of data is ensured by establishing individual secret passwords or by two key system for data access or any other equivalent technical solution and to especially disable persons not only to make an insight into their data but also the  data of other persons in the same list of immovables.

For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

According to the repeated supervision it was determine that the personal data filing system controller did not undertake any measures or activities regarding the elimination of irregularities so the Agency drafted a Resolution, as the form for ordering the removal of irregularities. First instance proceeding is ongoing. 

6.  Micro-Credit Institution Agro Invest
In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2: 
· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2 (Official Gazette of Montenegro 73/10 of 10 December 2010), after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 

· That when concluding a contract with the client and taking personal data on his/her family, or spouse, the consent from all family members for providing their personal data is asked.
· That Globalsoft, in the prescribed deadline, provides the documents on the legal ground for carrying out the activity of storing documentation.
· That the head of the institution adopts a decision on video surveillance, in writing, with the statement of reasons for it (Art. 35 of the Personal Data Protection Law),
· To make a public notification on video surveillance (Art. 39 of the Law)
· That prior to adopting the decision on video surveillance in offices, the opinion of the representative union is obtained and the employees in these offices informed, in writing, on video surveillance (Art 36 of the Law), 
· To ensure the infrastructure for the video surveillance room, to disable access to video surveillance online (live), especially outside the premises of AgroInvest, as well as in the form of a special decision, and to appoint the responsible person for surveillance and protection of videos.

For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

Conclusion after the repeated supervision:

Personal data filing system controller, the Micro-Credit Institution Agro Invest,  in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems – Personnel files– pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).

       On the form on family, used when concluding a contract with the client and taking personal data on his/her family, or spouse, there is an addition entered based on which the consent from all family members for providing their personal data is asked.

Globalsoft, in the prescribed deadline, provided and delivered the documents on the legal ground for carrying out the activity of storing documentation.

During the repeated supervision it was determined that Micro-Credit Institution Agro Invest  acted according to the orders and adopted a decision on video surveillance, in writing, with the statement of reasons for it pursuant to Art. 35, paragraphs 2 and 3 of the Personal Data Protection Law as well as that a public notification on video surveillance pursuant to Art.39 of the Law is displayed.
The opinion of the representative union is obtained and the employees doing their regular activities in the premises under video surveillance are informed, in writing, on video surveillance.
Full infrastructure for the video surveillance room and intervention on the router disabling access to video surveillance „online“ is ensured.
7.  Supreme Court of Montenegro
       In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2:
· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2, after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 

For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

Conclusion after the repeated supervision:

Personal data filing system controller, the Supreme Court of Montenegro,  in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems – Personnel files and Video surveillance in business premises– pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).


Based on the above mentioned, it is determined that the supervised entity fully acted according to the minutes on inspection supervision of 17 October 2010.
12. Administration for local public revenues, Podgorica
In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2:

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2, after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 

For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

Conclusion after the repeated supervision:

Personal data filing system controller, the Administration for local public revenues, Podgorica, in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems –Records of natural persons - taxpayers for immovables– pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).

13.  Secretariat for Local Administration and Social Activities, Municipality of Bar
In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2:

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2 (Official Gazette of Montenegro 73/10 of 10 December 2010), after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 
· That the head of the municipality adopts a decision on video surveillance, in writing, with the statement of reasons for it (Art. 35 of the Personal Data Protection Law),
· That prior to adopting the decision on video surveillance in Civil Bureau offices the opinion of the representative union is obtained and that the employees in these offices are informed, in writing, on video surveillance (Art 36 of the Law).
· That the fingerprint reader for employees is removed, as the records of work attendance because in is not in accordance with the Law on Personal Data Protection (Art. 2, para. 2 and Art. 32, para 2)

For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

Conclusion after the repeated supervision:

Personal data filing system controller, the Secretariat for Local Administration and Social Activities, municipality of Bar,  in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems – Central personnel records, Voters' list, Register of marriages, Register and alphabetical book of issued employment booklets, Register of certifications, Register of deeds, registers 1, 2, and 3, Register of misdemeanour procedure and Records of users of the right from soldier-disability assistance/protection– pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).

During the repeated supervision it was determined that the Secretariat for Local Administration and Social Activities, municipality of Bar acted according to the statements from the supervision records and adopted a Decision on video surveillance, in writing, with the statement of reasons for it pursuant to Art. 35, paragraphs 2 and 3 of the Personal Data Protection Law and that a public notification has been displayed on video surveillance pursuant to Article 39 of the Law.

The opinion of the representative union or employees working in the offices of the Civil Bureau is not obtained due to the fact that the entity had accepted the suggestion of the Agency inspector and video surveillance stopped.
During the repeated supervision it was determined that the Secretariat for Local Administration and Social Activities, municipality of Bar acted according to the statements from the supervision records and removed the fingerprint reader for employees, the installation of which was not in accordance with the Law on Personal Data Protection (Art. 2, para. 2 and Art. 32, para 2)
14.  Economy and Finance Secretariat of the municipality of Bar
In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2:

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2 (Official Gazette of Montenegro 73/10 of 10 December 2010), after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 

For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

Conclusion after the repeated supervision:

Personal data filing system controller, the Economy and Finance Secretariat of the municipality of Bar, in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems –Central personnel records and 
Records of taxpayers of tax on immovables– pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).

15.  Ministry for Information Society
In accordance with the determined irregularities, the personal data filing system controller was order to remove the following irregularities pursuant to the provisions of the Law on Inspection Supervision (Official Gazette of the Republic of Montenegro 39/03 of 30 June 2003 and the Official Gazette of Montenegro 76/09 of 18 November 2009), Article 15, paragraph 1, items 1 and 2:

· To deliver the formal notification on the personal data filing system established, on a prescribed form from Article 26, paragraph 2 (Official Gazette of Montenegro 73/10 of 10 December 2010), after which it will be registered at the Agency as the personal data filing system controller pursuant to Article 29, paragraph 1. 
· That prior to adopting the decision on video surveillance in the server room, the opinion from the representative union is obtained or the employees working in these premises and that the employees are informed in writing on video surveillance (Art. 36 of the Law).
· That prior to activating the fingerprint reader as records of entrances into the room, for the employees having access to the server room, there is an adequately elaborated decision adopted for introducing these records.

For the elimination of the stated irregularities during inspection, the personal data filing system controller was given the deadline of 60 days, after which the inspectors of the Agency will check whether the order was adhered to. 

Conclusion after the repeated supervision:

Personal data filing system controller, the Ministry for Information Society,  in accordance with the statements from the minutes on the prescribed form, in the envisaged deadline, delivered personal data filing systems – Central voters’ list and Personnel IT system – pursuant to the Personal Data Protection Law (Article 77, paragraphs 1 and 2).

During the repeated supervision it was determined that the Ministry for Information Society acted according to the statements from the supervision records and adopted a Decision on video surveillance on 4 January 2011, in writing, with the statement of reasons for it pursuant to Art. 35 and 36 of the Personal Data Protection Law and that a public notification on video surveillance has been displayed pursuant to Article 39 of the Law.    
The head of the authority, according to the statements from the supervision records, adopted a Decision on biometric measures on 4 January 2011 pursuant to Article 32 of the Personal Data Protection Law. The decision defines the manner of entry into the „Data Centre“ of the Ministry for Information Society (Sever Room) CA room, which is located in the business premises in the basement of an office building at the following address: Rimski trg 45 and that, on same day, the consent of the employees having access to the premises was obtained, filed under the number: 050-01-3/1-11.

X  The Parliament of Montenegro, in item 10 of the Conclusion stated the following:
“The total number of personal data filing systems and their controllers is unknown, which means that citizens have no information on where their data are being stored and taking into consideration that the Ministry of Interior has adopted the form which all the controllers should fill in, so that the Agency can have them in its register, as well as the ones who are beginning the establishment of filing systems, it is necessary to develop the Central Register of personal data filing system in the following period.”
The number of delivered personal data filing systems is given in the comment of item 5, and the activities f ensuring the Central Register under item 7 of the Conclusions.

XI The Parliament of Montenegro, in item 11 of the Conclusion stated the following:
“On the basis of available information in this area from the comparative analysis in the regional countries, in comparison to the state in our country, they had significant progress, so it is estimated that the experiences of the regional countries can significantly assist the Agency. For this reason it is necessary to intensify cooperation with similar institutions from the region in the following period with the aim of exchanging experiences.”
Data Protection Agency, pursuant to Article 50, item 9 of the Personal Data Protection Law, cooperates with bodies competent for supervision of personal data protection in other countries. 

In the first half of 2011, the Agency representatives visited the following neighbour institutions in the:

· Commissioner for Information of Public Importance and Personal Data Protection of Serbia
· Commissioner for Personal Data Protection of Albania, 
· Directorate for Personal Data Protection of Macedonia.


As a result of readiness to establish stronger international relations between the bodies dealing with personal data protection, Memorandum on future cooperation between the Agency for Personal Data Protection and Directorate for Personal Data Protection of Macedonia was signed on 15 April 2011 in Skoplje. 


This Memorandum obliges the Montenegrin and Macedonian side to continuously exchange information for improvement of personal data protection as well as, to organise bilateral meetings at least once a year. Memorandum was concluded in English.


In addition, cooperation with the Commissioner for Personal Data Protection of Albania is intensified and defined in a Memorandum.


Representatives of the Montenegrin Agency stayed in Tirana and there they were introduced to the previous work of the Commissioner. 


The delegation of Albania visited our Agency on 19 May 2011 and on this occasion the Memorandum and the Declaration of Cooperation were signed which precisely define future relations. This cooperation upgrades the exchange of best experiences and knowledge between the experts of both institutions in the following areas: 
· Legislative development,
· Cooperation in international activities aimed at achieving uniform solutions for various problems.
     Both institutions are aware of the unavoidable need to improve cooperation between the personal data protection authority, aimed at creating uniform implementation of the Personal Data Protection Law existing in different countries. These documents are concluded in Montenegrin, Albanian and English language. 
      Representatives of the personal Data Protection Agency participated in the work of significant international gatherings, such as:

- Working Party Article 29, observers – Brussels (April and May 2011)
    Article 29 Working party is established in pursuant to Article 29 of the Directive 95/46/EC and is an EU independent advisory body in matters of personal data protection and privacy. 

     During their meetings, expert opinions are being drafted for the European Commission regarding personal data protection. Unique principles of the Directives for all Member States are promoted, which is particularly important for accession countries because they have committed to meet the defined goals in the implementation of European standards regarding personal data protection. 

       Council member. Mr. Aleksa Ivanović has attended twice the meetings of the Working group in Brussels twice during the first six months of this year.
- Annual Spring Conference of personal data protection agencies Budapest (April 2011)

13th Meeting of institutions of Central and Eastern Europe dealing with personal data protection was held in the period from 27 to 29 April 2011. The Agency for Personal Data protection was represented by Kristina Baćović – head of the Department for Supervision. The participation was in the capacity of an observer, as attendance in these meetings is acquired by membership. All of the attendees, or the representatives of all of the participating countries were obliged to develop a presentation of a certain lights, were the concept of work of the institutions and bodies dealing with personal data protection was presented starting from the structure, organisation, job descriptions, legal competences and obligations, as well as statistical overviews of results achieved. The following countries had their presentations: Hungary, Poland, Czech Republic, Slovenia, Romania, Lithuania, Croatia, Estonia, Bulgaria, Macedonia, Serbia, Denmark, Bosnia and Herzegovina, Montenegro, Moldavia, Ukraine and Albania.
The meeting was extremely significant as our Agency was the youngest institution dealing with personal data protection in this part of Europe so we received useful information from a large number of countries here, which have completely different legal and institutional set ups. The most obvious conclusion of the entire meeting was that there are still some institutions dealing with personal data protection, which are still not independent or which are placed within another body, ministry so they are limited in work and decision making, and one of the basic requirements form the Directive 95/46/EC is not met.
During the meeting, our representative indicated the willingness of our Agency to become a member of this group, and a final position, with a previous formal request from the Agency, will be taken into consideration at the same period next year, at the 14th meeting. 

-Eurodig 2011 Conference - Belgrade (May 2011)
At the Eurodig 2011, held on 30 and  31 of May 2011 In Belgrade, organised under the sponsorship of the Serbian Ministry for Telecommunications and Information Society and the Council of Europe, in cooperation with international NGO Diplo Foundation and other local and European partners. The Agency for Personal Data Protection of Montenegro was represented by: Šefko Crnovršanin-Council Chairman,  Radenko Lacmanović- Council member and Bojan Obrenović- Agency Director.
Previous Eurodig Conferences were held in Strasbourg (2008), Geneva (2009) and Madrid (2010). This year the conference in Belgrade gathered 300 representatives of governments, regulatory agencies and civil sector, as well as representatives of other communities of numerous European stated and institutions, including the Council of Europe and EU. 

In addition to the key issues discussed such as: digital literacy, freedom of expression, piracy protection, regulating the content, social networks, role and responsibility of regulatory bodies and business sector, and users’ rights, special topics important for the Agency were as follows: 

· Privacy and data protection and 
· Freedom of expression and hate speech, discussed during the workshop.
XII The Parliament of Montenegro, in item 12 of the Conclusion stated the following:
 “It is estimated that, based on the information obtained from the competent Ministry of Internal Affairs, the assumptions for the independent work of the Agency are obtained with:

- the adoption of the Decree on IT security measures (8 October 2010) and 

- Rulebook on the manner of designating and safeguarding special categories of personal data (18 February 2011) as well as

- future harmonisation of legislation (the remaining 5% of non-harmonised norms will be harmonised with EU acquis during the II quarter of 2011).”

XIII The Parliament of Montenegro, in item 13 of the Conclusion stated the following:
„It is necessary that the Agency and competent state authorities in the following period analyse the existing legislation in this area (Personal Data Protection Law, Information Secrecy Act and Law on Free Access to Information) and carry out a number of activities in harmonizing these and other laws.“

Adoption and harmonisation of the Law on Free Access to Information, Law on Information Confidentiality and Personal Data Protection Law “is aimed at ensuring the balance between the rights and interests of citizens and the public to access the information and the need to protect the privacy of individuals and prevent inflicting harmful consequences for vital public interests“.

Balancing the right of the citizens and public “to know“ i.e. to have access to information filed with public authorities and the right to privacy in practice can be achieved by implementing the standard of ”prescribed limitation regime, or exceptions regarding the  right to access information” which the Law on Free Access to Information invokes. However, the sensitivity of citizens’ right to privacy as one of the fundamental human rights means includes the existence of safer and more efficient instruments of protection than the stated legal standard of limitations and exceptions, which cannot be profiled too widely so that they do not make it impossible to exercise the right to free access to information.

On the other hand, the need to protect the state and ensure the efficiency of her individual policies requires certain information to be confidential and therefore be protected from disclosure in a certain period of time. It is obvious that the above mentioned tree laws are not mutually harmonised, which presents a difficulty in exercising the right to access information, or documents filed with public authorities.

Starting from the above mentioned the Work Programme of the Government of Montenegro for 2011 envisages taking into consideration the Analysis on the need for amendments to the Law on Free Access to Information, Law on Information Confidentiality and Personal Data Protection Law. Ministry of Culture, Ministry of Interior and Public Administration and Ministry of Defence are responsible for drafting the analysis. During this process, in addition to the representatives of the previously mentioned ministries, HRMA, OSCE and NGO MANS, the Agency for Personal Data Protection was represented by the Council member Radenko Lacmanović and Agency Director Bojan Obrenović.
In drafting this analysis, the Intradepartmental working group was lead by international standards contained in the provisions of the International Covenant on Civil and Political Rights (ICCPR), European Charter on Human Rights (ECHR), and the Council of Europe Convention on Access to Official Documents. In addition, assessments and recommendations of experts presented at the Round Table “Support for the implementation of the Law on Free Access to Information” held in Podgorica, 12 October 2010.
Personal Data Protection Law is largely harmonised with the relevant international documents and regulations related to the area of personal data protection and privacy and particularly with the following:
· European Convention for the Protection of Human Rights and Fundamental Freedoms (1950) which in its Article 8 prescribes the protection of the right to respect private and family life;

· Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the protection of individuals with regard to the processing of personal data and on the free movement of such data;
· Directive 2002/58/EC of the European Parliament and of the Council of 12 July 2002 concerning the processing of personal data and the protection of privacy in the electronic communications sector;
· Directive 2006/24/EC of the European Parliament and of the Council of 15 March 2006 on the retention of data generated or processed in connection with the provision of publicly available electronic communications services or of public communications networks and amending Directive 2002/58/EC;
· Convention for the Protection of Individuals with regard to Automatic Processing of Personal Data (ETS. No 108), and

· Additional Protocol to the Convention for the Protection of Individuals with regard to Automatic Processing of Personal Data.

Regarding the harmonisation of the Law on Free Access to Information and Personal Data Protection Law, both contain different and non-compatible solutions:

· It is unclear whether enabling access to information is personal data processing in the meaning of Article 9, item 2 of the Personal Data Protection Law,

· It is undefined which personal data are the privacy of every data subject nor the exceptions in this regard regarding public officials

· These two laws do not refer to one another for solving certain matters, which contributes to their mutual collision. 

In addition, we would like to point out that in cooperation with the experts from the Twinning Project, we have analysed the laws stated in the commentary to item 2. 

XIV The Parliament of Montenegro, in item 14 of the Conclusion stated the following:

“In the aim of improving the state in establishing efficient and sustainable system of personal data protection, in addition to the continuation of the ones that have already begun, the priorities of the Agency should be directed towards ensuring the following:

-  drafting the Work Plan for 2011;

-  development of the website;

-  drafting the Guide for personal data protection and its distribution to state authorities, commercial entities and its availability on the website;

-  development of the Central register of personal data filing systems;

-  intensifying activities on promoting the right to personal data protection;

-  strengthening administrative capacities of the Agency;

-  implementing training activities of data controllers;

-  strengthening cooperation with state authorities, NGOs and media;

-  international and regional cooperation; as well as

-  the cooperation with state authorities on harmonization of the Personal Data Protection Law with the EU acquis, as well as its harmonization with the Information secrecy Act and Law on Free Access to Information as well as other laws in order to create the requirements for the independent functioning of the Agency.“


Taking into consideration the above mentioned items, we believe that we have largely contributed in implementing the tasks stated in item 14 of the Conclusion.


In this item, point 7 requires implementing training activities of data controllers. We need to point out that a significant number of trainings will be organised within the Twinning Project, aimed at controllers from public and private sectors. A number of seminars was already organised within the Project with the assistance of the Agency and Montenegrin Human Resources Management Administration.

In June 2011, three one-day seminars were held for employees in the public sector. Seminars held were aimed at general understanding of data protection and relevant legal framework and organised in Podgorica (7, June, 17 participants), Bijelo Polje (8 June, 18 participants) and Tivat (9 June, 22 participants).
In addition, Twinning Project focused particularly on the information on data protection. Taking into consideration the Census carried out in May 2011, it was agreed that having a special training on statistical confidentiality with a special overview of census data would be very useful.   This seminar was organised on 7 June in Podgorica, at the premises of the Human Resources Management Authority. 17 employees from MONSTAT attended the training. 

For all of the above mentioned trainings, participant gave their feedback through a questionnaire drafted within the project. They showed the average mark as positive.
XV The Parliament of Montenegro, in item 15 of the Conclusion stated the following:
“The Agency will, pursuant to the Personal Data Protection Law (Article 62, paragraph 2), submit to the Parliament the Interim Report on the state of personal data protection until the 1 July 2011, with an overview of implemented activities on the implementation of the Law and improving the state in the field of personal data protection, which would contribute significantly to the acceptance of standards existing in developed democratic countries, as well as meeting the criteria on our path to EU, in accordance with the findings and recommendations contained in the Analytical Report of European Commission.“

     Beginning from the Conclusion of the Parliament of Montenegro (Official Gazette of Montenegro 28/11), the Agency for Personal Data Protection of Montenegro, pursuant to Article 62, paragraph 2 of the Personal Data Protection Law (Official Gazette of Montenegro 70/09), hereby submits the Interim Report with an overview of implemented activities on the implementation of the Law and improving the state in the field of personal data protection for the period from 1 January until 1 July 2011.
       We believe that the submitted Interim Report on the state of personal data protection will contribute to the implementation of items of the Conclusion of the Parliament of Montenegro. Also, we believe that this Report will give you a comprehensive illustration of our work and aspirations to raise the personal data protection in Montenegro to a higher level with the actions of the Agency and all competent entities. 

XVI Planned activities for the period 1 July – 31 December 2011
· Working on the amendments to the Personal Data Protection Law

· Participation in the Working Group for drafting the Law on Free Access to Information

· Raising awareness of citizens and entities regarding the implementation of the Personal Data Protection Law through designing, printing and distributing flyers for citizens and entities
· Continue scheduled supervisions and controls upon requests for rights protection

· Attending meetings of the Article 29 Working Party, Brussels

· Study Visit organised by the Twinning Project, Ljubljana and Vienna

· Organisation of the regional conference of the Agency for Personal Data Protection
· Attending the meeting of the Berlin Group (International experts group regarding data protection in telecommunications traffic)
Agency for Personal Data Protection of Montenegro

59

